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Our journey to GDPR



Cisco at a Glance
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Selling Globally: Regulations & Laws



Data Protection Program

Awareness and 

Education

Incident 

Response

Data Risk and 

Organizational Maturity

Identification and 

Classification

Policies and 

Standards

Oversight and 

Enforcement
Privacy Security



What Does ñGDPR-Readyò Look Like?

Know Your 

Data
Assess & 

Manage
Secure

Raise 

Awareness 
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Cisco Security 
Advisory Services

ÅGDPR Services

ÅSecurity Privacy and 

Risk Management 

Services

ÅIncident Response 

Services

ÅSecurity Strategy and 

Architecture Services



É 2017  Cisco and/or its affiliates. All rights reserved.   Cisco Confidential

Cisco Security 
Products/Solutions

ÅAdvanced Threat

ÅNetwork Security

ÅPolicy and Access

ÅCloud Security

ÅWeb and Email Security

ÅRansomware Defense

ÅEncrypted Traffic Analytics

Cisco Talos Threat Intelligence



ðThreat Intelligence

Services

Integrated Threat Defense

Endpoint CloudNetwork

Cisco Security Architecture
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Mobile workers with 

many devices

Loss of visibility

A New Era of Digitizationé
Brings a New Era of Security Challenges

More IoT devices 

connect everyday
Expanded attack surface

Workloads are 

moving to the cloud

Loss of control

Numerous & 

persistent threats

High likelihood of a breach
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Fortify the firewall 

Strategically place next-gen 

firewalls for more effective 

protection

The Solution: Network + Security
Enlist the Rest of your Network for Security

Detect threats everywhere

See and analyze all traffic across the 

extended network  

Contain and isolate threats

Dynamically enforce software-defined 

segmentation based on business roles

Typical Network:

<10 firewalls

<100 routers

<1000 switches


